Business Continuity:  Relevant Terminology

	Term
	Definition

	All Hazards Planning
	An integrated planning approach to all domestic terrorist attacks, major disasters, and other emergencies.

	Business Continuity
	Activities required for maintaining or restoring an institution's its business and academic services when some circumstance disrupts normal operations.   (Also referred to as Continuity of Operations Planning and Service Continuation Planning)

Continuity of Operations Plan - Series of plans used to respond, recover, resume and restore from a business interruption.

	Business Impact Analysis
	A management level analysis, which identifies the impacts of losing resources.  This analysis measures the effect of resource loss and escalating losses over time, in order to provide senior management with reliable data upon which to base decisions on risk mitigation and continuity planning.

Relevant Terms:

· MTD – Maximum Tolerable Downtime

· MAO – Maximum Allowable Outage

· MTBF – Mean Time Before Failure

· Criticality Level

· Tangible Impact

· Intangible Impact

· RTO – Recovery Time Objective

· RPO – Recovery Point Objective

	Command Center
	Alternative locations for the managing the restoration of critical services during emergencies or disasters when primary locations are inaccessible or non-functioning for more than the maximum tolerable downtime.  The Command Center locations should be off campus, but accessible when necessary.  

	Crisis Intervention
	The preparedness, response, recovery and mitigation efforts aimed at hazards involving a criminal act.  

	Disaster
	A sudden, unplanned calamitous event, which causes loss and hardship to all or part of an enterprise and thereby significantly impacts its ability to deliver essential services for some period of time.

	Disaster Recovery Plan
	Refers to the process of restoring operations, including information technology resources, within a predetermined timeframe.   The disaster recovery plan is a critical component of the business continuity plan.

	Emergency
	An actual or impending situation that may cause injury, loss of life, destruction of property or interfere with normal business operations to such an extent to pose the threat of disaster.

	Emergency Notification Systems 
	Systems that can send alerts to a wide range of communications devices, including desktop computers, cell phones and personal digital assistants. 

	Emergency Response Plan
	This includes details for responding to sudden states of danger that require immediate action.

	National Incident Management System (NIMS)
	NIMS was developed by the Federal Emergency Management Agency (FEMA) so responders from different jurisdictions and disciplines can work together better to respond to natural disasters and emergencies, including acts of terrorism. NIMS benefits include a unified approach to incident management; standard command and management structures; and emphasis on preparedness, mutual aid and resource management.
Incident Command System - Allows users to adopt an integrated organizational structure to match the complexities and demands of single or multiple incidents without being hindered by jurisdictional boundaries.  Essentially, it allows for the management of any and all efforts in response to a disaster regardless of the size and scope of the event or proximity to the scene.  It can be used for both incidents (not planned) and events (planned).

	National Response Framework (NRF)
	Focuses on response and short-term recovery instead of all the phases of incident management.  Establishes a comprehensive national, all hazards approach to domestic incident response and emphasizes partnerships.

	Pandemic Planning
	Preparation in the event that a highly infectious virus, such as the Avian flu reaches pandemic stage. 

	Recovery Team
	A group of individuals given responsibility for the coordination and response to an emergency or recovering a process or function in the event of a disaster.

	Risk Assessment 
	The process of looking at the probability and impact of different types of vulnerabilities and threats that could cause an interruption.

	Risk Management
	The process of analyzing exposure to risk and determining how to best handle that exposure. 

	Structured Walk-Through
	An exercise in which team members verbally review each step of a plan to assess its effectiveness, identify enhancements, constraints and deficiencies. (Associated terms: Bench Test)

	Table Top Exercise
	A group discussion guided by a simulated disaster.  It helps to demonstrate the viability of a Business Continuity Plan and may highlight discrepancies or inconsistencies within the plan.

	Team Leader
	Individual responsible to coordinate the recovery effort should an emergency be declared.  Need to have backups identified.
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